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Vendor

« Great understanding of target implementation (whitebox)

« Conflict between time-for-testing and time-to-market

* Motivated not-to-publish product details to protect own IP
' B | 1/ —

« Great knowledge in security testing, specialized eqUip., process knowledge

- But frequently unclear what exactly was tested and with what results

« Conflict between tough analysis and keeping vendor as a customer

m- Small understanding of target (blacklbox)
« Great knowledge of some advanced attacks
« Alot of time, focus on publishable results

Wide-scale testing, no single specific target

Eval lab

Academia, security researchers User
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* Lack of knowledge, test xﬁf
outsourcing (certification) &&

Do not know what was tested!
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1. TRANSPARENCY PROBLEM

“How was the product tested, and with what results?”
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2. DISCOVERABILITY PROBLEM

“How to find the results relevant for a given product?”
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